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SECTION 1. Macroeconomic processes and regional economies 

management

Mastura Jaafar (Malaysia), Thurasamy Ramayah (Malaysia), Tee Wan Teng (Malaysia) 

The intention to use pirated software: a study of undergraduate  

students in a public institution of higher learning in Malaysia 

Abstract 

Software piracy refers to the illegal copying of software. This act has been seen as one of the ethical issues in cyber-

space. In this research, a theoretical model is developed to test the factors that would affect piracy intention of under-

graduates. The Theory of Reasoned Action Model (TRA) and Theory of Planned Behavior (TPB) have been used as 

the basis for developing a model. A survey was conducted on 150 students at Universiti Sains Malaysia (USM), 

Penang, to examine the underlying factors that influence the undergraduates’ piracy act. From the regression analysis, 

the results indicate that moral beliefs and perceived consequences have a significant impact on the piracy behavior. 

Implications of these findings are further discussed. 

Keywords: intention, pirated software, and undergraduate students. 

JEL Classification: O3, O32. 

Introduction

Software piracy occurs when an individual illegally 
copies commercially available software in order to 
avoid fees, or when an individual makes unauthor-
ized copies of an organization’s internally devel-
oped software for personal use or distribution 
(Straub & Nance, 1990). The risk of using pirated 
software in business is high. Business cannot afford 
to lose data as data availability is critical in today’s 
fast-paced competitive world. Pirated software may 
affect system capability in organizations where it 
may fail to deliver intended features, options and 
performance. In addition, users will not be able to 
access updated enhancements, security features and 
new innovations. This again can disrupt the business 
function and potentially mean losing out to competi-
tors. The software would not be supported by the 
vendor or distributor if it is not properly licensed. 
Therefore, users lose out in the warranty of the 
product delivering its intended capability. On a per-
sonal level, software piracy can lead to embarrass-
ment, loss of reputation and credibility and the most 
importantly it may bring you a potential jail sen-
tence. Furthermore, software piracy has also been 
known to be linked to organized crime.  

The “pirate culture” in Malaysia should no longer be 
left alone. Piracy in Malaysia is a social and econ-
omy problem that affects all level of society. Malay-
sia’s software piracy rate was at 61% in 2004, ac-
cording to the Second Annual BSA and IDC Global 
Software Piracy study. The latest PC software 
piracy statistics for year 2006 indicate that 
Malaysia’s software piracy rate is 60%. Whereas 
significant drop in software piracy software will 
give a very positive impact on the economy. Ac-

© Mastura Jaafar, Thurasamy Ramayah, Tee Wan Teng, 2008. 

cording to the 2005 IDC Economic Impact Study, a 
mere 10-point drop in piracy levels in Malaysia 
from 61% to 51% over four years would add an-
other 5,451 jobs, more than RM1.2bil in contribu-
tion to GDP, more than RM240mil in taxes and 
RM908mil in revenues to local vendors. Conse-
quently, the 10% drop would also help the IT indus-
try to grow 91% bigger in 2009 than it was in 2004, 
compared to 78% if the piracy rate remains the 
same. Obviously, a decrease in piracy would boost a 
country’s economy and create more jobs. 

Technology has made software piracy as simple as 
connecting to the Internet, downloading the applica-
tion and burning the application to CD. Advance-
ment of technology has worsened the pirate culture 
in Malaysia. This harmful practice will only hinder 
the further development of the IT industry in Malay-
sia. In these days, Malaysia has become a new ha-
ven for piracy software due to the inefficiency of 
law, increasing demands and Malaysian’s accep-
tance of piracy software.

Since 1990s, research attention has been focused on 
identifying the determinants of software piracy. For 
example studies by Eining & Christensen (1991), 
Logsdon et al. (1994) and Rahim et al. (2000) 
looked into positive attitudes for those who associ-
ate with peers engaging in pirating software toward 
software piracy. Solomon & O’Brien (1990), Glass 
and Wood (1996), and Taylor and Shim (1993) ex-
plored about beliefs where they postulate that indi-
viduals who did not believe software piracy is a 
moral misbehavior are likely to pirate software.  

Although these studies are useful in verifying the 

actual problem of software piracy, they are not use-

ful in contributing to the understanding of the be-

havior using criminological theory. In order to have 

a comprehensive understanding of software piracy, 
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the application of criminological theory is essential 

as it will provide criminologists, professionals, and 

practitioners with important theoretical frameworks 

for developing effective interventions. Criminologi-

cal theories can isolate the important measures to 

expand the behavior.  

Thus, the objective of this research is to identify the 

factors that influence undergraduates’ piracy act in 

USM. Both self-control theory and social learning 

theory have been applied in this study to predict the 

behavioral intention to use pirated software. 

1. Literature review 

This study used TRA and TPB as the theoretical 

basis, and incorporated theories on related subject 

i.e., Technology Acceptance Model (TAM) to de-

velop a model especially well-suited for modeling 

piracy behaviors.  

1.1. TRA Model (Theory of Reasoned Action).

Fishbein and Ajzen’s (1975) Theory of Reasoned 

Action (TRA) suggests that a person’s decision to act 

ethically or unethically is determined by his/her 

intentions. Scholars refer to it as the “behavioral 

intention model” (Swanson, 1982). As behavioral 

intention models have been verified by many empirical 

research, they have been recommended by scholars in 

IS filed as the skeletal theory to explore the behaviors 

of individual IS employees (Davis et al., 1989).  

TRA model consists of attitudinal, social influence, 

and intention variable to predict behavior. The 

theory emphasizes that intention to perform a 

behavior is determined by the individual's attitude 

towards performing the behavior and the subjective 

norm held by the individual. TRA postulates that 

individual behavior is driven by behavioral 

intentions where behavioral intentions are a function 

of an individual's attitude toward the behavior and 

subjective norms surrounding the performance of 

the behavior.

Intention is the best predictor of behavior and 

attitude and subjective norms influence the 

intention. Fishbein and Ajzen (1975, 1980) have 

claimed that variables not explicitly included in 

TRA (e.g., demographic variables, attitudes toward 

target and personality traits) can affect intention and 

behavior only if they influence the attitudinal or 

normative considerations or their relative weights. 

Subjective 

norm 

Attitude Behavior Intention 

Belief 

Fig. 1. TRA Model (Theory of Reasoned Action)

However, the model has some limitations including 

a significant risk of confusing between attitudes and 

norms since attitudes can often be expressed as 

norms and vice versa. A second limitation is the 

assumption that when someone forms an intention 

to act, he/she will be free to act without limitation. 

In practice, constraints such as limited ability, time, 

environmental or organizational limits, and 

unconscious habits will limit the freedom to act. 

Thus, the Theory of Planned Behavior (TPB) 

attempts to resolve this limitation. 

1.2. TPB Model (Theory of Planned Behavior).

Many researchers have suggested the intention 

models from social psychology can explain the be-

havior as well as behavioral intention of individuals. 

Ajzen’s (1985, 1991) Theory of Planned Behavior 

(TPB) is an especially well-researched intention 

model that has been proven successful in predicting 

and explaining behavior across a wide variety of 

domains (Lin et al., 1999). A number of previous 

studies concerning traditional software piracy have 

used the TPB as conceptual model to explain the 

behavioral intention of individuals.  

The concept in TPB is based on the idea that behav-

ior achievement depends together on motivation 

(intention) and ability (behavioral control) (Ajzen, 

1985 and 1989). TPB suggests that intention toward 

behavior influences actual behavior. Moreover, in-

tention to perform a behavior is determined by one’s 

attitude, subjective norm, and perceived behavioral 

control (Kwong & Lee, 2002). According to 

Fishbein and Ajzen (1975), intention refers to the 

subjective probability of one’s engagement in any 

behavior. The stronger the behavioral intention is, 

the more likely the execution (Lin et al., 1999). For 

instance, if an individual has a strong intention to 

pirate software, there is a big possibility that the 

individual will commit the act.  

Belief and 

evaluation 

Attitude 

Subjective 

norm 

Perceived 
behavioral 

control

Belief and 

evaluation

Fig. 2. TPB Model (Theory of Planned Behavior) 

1.3. TAM Model (Technology Acceptance Model).

In the last two decades, a number of studies have 

provided some theoretical frameworks for research in 

the acceptance of information technology and 

information system (IT/IS) (i.e. Ajzen, 1985; Davis, 

1989; Davis et al., 1989; Mathieson, 1991; Taylor & 

Todd, 1995). Among them, the technology 

acceptance model (TAM) is believed most robust, 

parsimonious, and influential in explaining IT/IS 
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adoption behavior (Davis, 1989; Davis et al., 1989; 

Igbaria et al., 1995; Mathieson, 1991). 

The Technology Acceptance Model (TAM) was 

developed by Davis (1989), to explain computer-

usage behavior. The theoretical basis of the model 

was Fishbein and Ajzen’s Theory of Reasoned 

Action (TRA). The goal of TAM is to provide an 

explanation of the determinants of computer 

acceptance that is general, capable of explaining 

user behavior across a broad range of end-user 

computing technologies and user populations, 

while at the same time being both economical and 

theoretically justified. 

Attitude External 

variables 

Perceived 

usefulness 

Behavioral 

intention 

Perceived 

ease of use 

Actual 

system 

use 

Source: June Lu et al. ( 2003). 

Fig. 3. Technology Acceptance Model (TAM) 

Throughout the years, TAM has received exten-

sive empirical support through validations, appli-

cations, and replications for its power to predict 

use of information systems (i.e. Davis, 1989; 

Davis et al., 1989; Mathieson, 1991; Taylor & 

Todd, 1995; Venkatesh & Davis, 2000). On the 

other hand, researchers have also recognized that 

the generality of TAM fails to supply more mean-

ingful information on users’ opinions about a spe-

cific system. There is the need for TAM to in-

clude additional factors or incorporate with other 

IT acceptance models for improvement of its 

specificity and explanatory utility (i.e. Agarwal & 

Prasad, 1998; Hu et al., 1999; Mathieson, 1991). 

Theory of Planned Behavior (TPB) was proposed 

that in addition to attitudes toward use, subjective 

norms, and perceived behavioral control such as 

skills, opportunities, and resources need to use the 

system, also influence behavior. Taylor and Todd 

(1995) further extended and integrated TAM and 

TPB by establishing a decomposed TPB. This 

model incorporates additional factors that are not 

present in TAM, but have been shown to be im-

portant determinants of behavior. TPB includes 

the possible influence of perceived behavioral 

control on behavioral intention and actual behav-

ior. The decomposed TPB is seen as implement-

ing TAM and providing a more complete under-

standing of usage (Taylor & Todd, 1995). 

2. Proposed framework 

The proposed research model is presented in Figure 4. 

Computer experience 

Support for the 

introduction of 

copyright laws 

Attitude

Perceived

consequences 

Intention to use 

Affect 

Moral beliefs 

Fig. 4. Research model

Demographic (in terms of computer experience) 
does play an important role for undergraduates. 
Those undergraduates are young generations who 
will experience the fast changing pace of technology 
world and become the heart in the development of 
technology information. The more computer experi-
ence an undergraduate has, the more likely he/she 
will opt for pirated software (Wong et al., 1990). On 
the other hand, the more experience an undergradu-
ate has, the higher will be his/her knowledge and 
literacy about the way of using software. Therefore, 
the frequency and duration of software use will in-
crease (Loch & Conger, 1996). The increased inter-
action is likely to increase their need to explore a 
variety of software packages to perform more varie-
ties of tasks. Hence, experienced undergraduates 
may opt for pirated software. This notion is sup-
ported by Wong et al. (1990) who found greater 
software piracy among experienced computer stu-
dents. Moreover, it is argued that some of the ex-
perienced undergraduates may view pirated software 
as a challenge to their competence. Thus, the fol-
lowing hypothesis is proposed: 

H1: There is a positive relationship between 

computer experience of undergraduates and their 

intention to use pirated software. 

Undergraduates who appreciate the need for intel-

lectual property and copyright laws are more likely 

to discontinue using pirated software (Ho, 1996). 

The deeper the individual’s perception of piracy 

issue is, the more possible the individual’s concerns 

for the piracy behavior are (Jones, 1991). The intro-

duction of copyright laws is considered an important 

tool to discourage people to commit software piracy. 

Software piracy laws have been authorized in most 

western countries for quite some time, but are new 

in Asia, where the protection of intellectual property 

is viewed as a western concept, and thus the laws 

have little place in the society (Ho, 1996). Thus, 

undergraduates who cherish the view that copyright 
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law is a western concept meant to exploit poor 

Asians, are less likely to support the introduction of 

copyright law, and would continue to use pirated 

software. In contrast, those who appreciate the need 

for new copyright laws and believe that software 

piracy is harmful for the potential growth of the 

software industry, are more likely to support the 

introduction of copyright laws. They will also stop 

using pirated software (Ho, 1996). Thus, the follow-

ing hypothesis is drawn: 

H2:  There is a negative relationship between 

undergraduates’ support for the introduction of 

copyright laws and their intention to use pirated 

software.

Attitude has a direct relationship with software pi-

racy (Rahim et al., 2000). Each individual has dif-

ferent attitude toward pirated software (Fishbein & 

Ajzen, 1975; Karahanna et al., 1999). Vitell and Davis 

(1990) felt that software piracy was so prevalent that it 

had become socially acceptable. Many undergraduates 

viewed copying as victimless crime, and an easy way 

to lower their technology spending. Rahim et al. 

(2000) reported a significant relationship between 

attitude and use of pirated software. The present study 

therefore proposes the following hypothesis: 

H3: Attitude has a positive impact on the inten-

tion of using pirated software. 

Undergraduate who has a stronger belief that 

software piracy is wrong is more unlikely to commit 

that act (Swinyard et al., 1990; Bachman et al., 

1992). According to Triandis (1980), affect refers to 

an individual’s feelings of joy, elation, pleasure, 

depression, distaste, discontentment, or hatred with 

respect to a particular behavior. This study followed 

the work of Swinyard et al. (1990) and Bachman et 

al. (1992) who found that moral beliefs do have 

impact on undergraduates’ behavior of using pirated 

software. Similarly, Al-Jabri and Abdul-Gader 

(1997) found that individual attitudes have a signifi-

cant effect on ethical intention to pirate software. 

The following hypothesis is drawn: 

H4:  There is a negative relationship between 

moral beliefs and the intention to use pirated software. 

There is a relationship between affect and piracy 

behavior (Bergeron et al., 1995). According to Tri-

andis (1980), affect refers to an individual’s feelings 

of joy, elation, pleasure, depression, distaste, dis-

contentment, or hatred with respect to a particular 

behavior. Triandis (1980) argues that literature 

shows a profound and substantial relationship be-

tween affect and behavior. Bergeron et al. (1995) 

observed that there was a positive relationship be-

tween affect and senior management’s use of execu-

tive information systems. In an ethical context, indi-

viduals are unlikely to intend to pirate a software if 

they feel that pirating software is wrong (Loch & 

Conger, 1996). Logsdon et al. (1994) found that a 

high level of tolerance toward software piracy leads 

to this behavior. Similarly, Al-Jabri and Abdul-

Gader (1997) found that individual attitudes have a 

significant effect on ethical intention to pirate soft-

ware. Consistent with the theoretical model pre-

sented by Hunt and Vitell (1986), Thong and Yap 

(1998) found that moral intention to pirate software 

is primarily influenced by the ethical judgement. 

Finally, Banerjee et al. (1998) hypothesized that 

moral judgement and attitude toward ethical behav-

ior influence intention to behave ethically or unethi-

cally. The following hypothesis is formed: 

H5: There is a positive relationship between 

individuals’ affect towards software piracy 

and their intention to use pirated software. 

Perceived consequences/beliefs also have linkage 

with the intention to pirate software (Hunt & Vitell, 

1986; Thong & Yap, 1998). According to Triandis 

(1980), each act or behavior is perceived as having a 

potential outcome that can be either positive or 

negative. An individual’s choice of behavior is 

based on the probability that an action will provoke 

a specific consequence. Similarly, a person’s inten-

tion to pirate a software is influenced by the poten-

tial outcomes (Hunt & Vitell, 1986; Thong & Yap, 

1998). For example, Simpson et al. (1994) found 

that the benefits that individuals associate with 

software piracy are improved acquisition time, fi-

nancial gain, and the challenge of copying. Simi-

larly, Cheng et al. (1997) found that the following 

reasons were evoked by individuals as factors lead-

ing to piracy: software too expensive, want to try 

out software, and cannot afford the software. Fi-

nally, Banerjee et al. (1998) suggest that the degree 

to which an individual perceives that a reward fol-

lows from his/her behavior affects the intention to 

behave ethically or unethically. Therefore, the fol-

lowing hypothesis is formed: 

H6: There is a negative relationship between 

perceived consequences and intention to use pirated 

software.

3. Methodology 

3.1. Variables, measures and measurement 

scales. There are 6 independent variables in this 

study which are computer experience, support for 

the introduction of copyright laws, attitude, moral 

beliefs, affect, and perceived consequences which 

were adapted from previous studies, measured on a 

7 point Likert scale which ranged between “strongly 

disagree” and “strongly agree” and coded 1 to 7, 

respectively.
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Table 1. Variables and measures 

Variables No of 

questions 

Source 

Computer experience 3 Wong et al. 

(1990)

Support for the introduction of 

copyright laws  

3 Ho (1996) 

Attitude  4 Davis (1989) 

Moral beliefs  8 Swinyard et al. 

(1990)

Affect 7 Loch & Conger 

(1996)

Perceived consequences 9 Thong & Yap 

(1998)

Intention to use  3 Ajzen (1989) 

3.2. Sampling frame. The study population consists 
of undergraduates in Universiti Sains Malaysia 
(USM), Pulau Pinang. Three schools have been 
identified, which are Management School, Com-
puter Science School, and Education School. These 
schools were chosen because of their students’ fre-
quent interaction with the computer. In this study, 
convenience sample (non-probability sampling) has 
been used.

4. Results 

The respondents’ profile is summarized in Table 2. 
They mainly consist of male (52%) aged between 22 
to 23 (63.3%) years old. Most of them are Chinese 
(54.7%) and are taking arts stream courses (83.3%). 
In addition, most of the respondents live outside the 
campus (58.7%).  

Table 2. Profile of respondents 

Variables Categories Frequency Percentage 

Gender 1. Female 

2. Male 

63

87

48.0 

52.0 

Age 1. < 20 

2. 20 - 21 

3. 22 - 23 

15

40

95

10.0 

26.7 

63.3 

Race 1. Malay 

2. Indian 

3. Chinese 

52

16

82

34.7 

10.7 

54.7 

Stream of 
study 

1. Arts 

2. Science 

125

25

83.3 

16.7 

Place of living 1. In campus 

2. Outside campus 

62

88

41.3 

58.7 

Most of the respondents’ computer experience is 
less than 4 years which contribute to 60% (90 
respondents). About 36 respondents have com-
puter experience between 4 to 7 years which 
represents 24% and only 24 respondents (16%) 
have more than 7 years of computer experience. A 
total of 60 respondents (40%) spend less than 2 
hours per day in using computer. 36 respondents 

(24%) spend 2 to 4 hours per day in using com-
puter and 24 (16%) respondents spend 4 to 6 
hours per day facing the computer. Only 4 re-
spondents (2.7%) spend 6 to 8 hours per day in 
using computer. 9 respondents (6%) spend 8 to 10 
hours in using computer. Lastly, 17 respondents 
(11.3%) spend more than 10 hours in a day in 
using computer. Majority of the respondents have 
access to computer at home which contribute to 
98 people (65.3%), whereas 45 respondents (30%) 
use computer at school, and the remaining 7 re-
spondents (4.7%) use computer at other places 
such as cyber café or friend’s house. 

Table 3. Computer usage level 

  Frequency Percentage 

Computer 

experience

1. Less than 4 years 

2. Between 4 to 7 years 

3. Over 7 years 

90

36

24

60.0 

24.0 

16.0 

Time spent 

daily 

1. Less than 2 hours 

2. 2 to 4 hours 

3. 4 to 6 hours 

4. 6 to 8 hours 

5. 8 to 10 hours 

6. More than 10 hours 

60

36

24

4

9

17

40.0 

24.0 

16.0 

2.7 

6.0 

11.3 

Place of 

computer 

use

1. Home 

2. School 

3. Others 

98

45

7

65.3 

30.0 

4.7 

Table 4 presents the summary of reliability analysis 

of variables in this study. Nunnally (1978) argued 

that at the early stage of research, reliabilities of 

0.50 to 0.60 would suffice.  

Table 4. Reliability test 

Variable Number of 

items 

Items 

dropped

Reliability (Cron-

bach’s Alpha) 

Attitude 4 1 0.863 

Support  3 - 0.981 

Moral beliefs 7 3 0.853 

Intention to use 3 - 0.977 

Affect 7 - 0.942 

Perceived consequences 9 3 0.708 

Computer experience 3 1 0.809 

Table regression analysis shows that all the six 

independent variables can be used to explain the 

variance in the dependent variable (Intention to 

use the Pirated software). The regression analysis 

showed that 15.9% of the variance (R²) in the 

intention to use the pirated software can be 

explained by the six independent variables.  
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Table 5. Regression analysis 

Intention to use pirated software Variable

Std. Beta 

Attitude 0.132 

Support 0.132 

Moral beliefs - 0.303** 

Affect  0.255 

Perceived consequences - 0.136** 

Computer experience - 0.046 

R2 0.159 

F value 4.498** 

Durbin-Watson 2.165 

Note: *p < 0.05, ** p < 0.01. 

According to regression analysis, H4 and H6 which 

are moral beliefs and perceived consequences have 

negative relationship with the intention to use pi-

rated software among undergraduates of USM, thus 

H4 and H6 are fully supported. H1, H2, H3, and H5 

which are computer experience, attitude, support for 

the introduction of copyright laws, and affect have 

no significant relationship with the intention to use 

the pirated software among undergraduates of USM, 

thus H1, H2, H3 and H5 are not supported. 

5. Discussion 

There is no relationship between computer experi-
ence and the intention of using the pirated software 
among USM undergraduates. This result is not con-
sistent with Wong et al.’s (1990) finding who found 
greater software piracy among computer experi-
enced students. Even easy access and readily avail-
ability of pirated software in the market were con-
sidered as a major reason that pressed undergradu-
ates resort to use the pirated software, but not hav-
ing enough experience of using computer could be a 
possible answer. It could be supported by data in 
Table 3 which shows that only 90% of respondents 
have less than 4-year computer experience and 60% 
use less than 2 hours per day. Furthermore 83.3% of 
them are in art stream which support that they are 
only using computers for doing assignment only. 
This explanation could support the non-significance.  

In this study, support for the introduction of copy-
right laws does not influence the dependent variable 
(Intention to use). In other words, support for the 
introduction of copyright laws has positive relation-
ship with Intention to use the pirated software. This 
result is inconsistent with Ho’s (1996) finding who 
found greater software piracy among academics 
who did not appreciate the introduction of copyright 
laws by government. The insignificant impact of 
support for the introduction of copyright laws sug-
gests that, even though undergraduates support for 
the Government to introduce more copyright laws to 

protect the intellectual property, they might still 
intend or expect to pirate software. Undergraduates 
possibly viewed that an introduction of copyright 
laws would only protect the interests of the vendors 
who are charging a high price. Furthermore, under-
graduates of USM were more influenced by the 
benefits of their actions (i.e. piracy), than by the 
legality of piracy. Lack of understanding of copy-
right laws by undergraduates is also the major cause 
of software piracy in the university. Undergraduates 
tended to using pirated software because they did 
not understand the legal definition of piracy and the 
consequences of noncompliance.  

As for relationship between “Attitude” and “Inten-

tion to use” in this study, it infers that attitude will 

not influence the intention to use the pirated soft-

ware among the undergraduates of USM. This sug-

gests that even through undergraduates of USM feel 

that using pirated software is wrong, they may still 

want to continue to use pirated software. Attitude 

has long been identified as a cause of intention. This 

finding is not consistent with Loch and Conger’s 

(1996) finding who said that individuals are unlikely 

to intend to pirate software if they feel that pirating 

software is wrong. This result could be a good rea-

son to support a high percentage of 60% software 

piracy rates in Malaysia. Their guilty feeling could 

also support that they use pirated software. In addi-

tion, some undergraduates could be reluctant to 

answer such sensitive questions. Moreover, some 

undergraduates may think that software piracy is a 

sensitive issue and afraid of troubles that may bring 

to them after they have admitted commit the act; 

they choose to remain silent and neutral in answer-

ing the questionnaires.  

This study shows that moral beliefs toward software 

piracy have an important link to software piracy as 

there is a negative relationship between them. This 

finding is consistent with the literature on moral 

beliefs towards software piracy (see Swinyard et al., 

1990; Kini et al., 2003; Glass & Wood, 1996; Thong 

& Yap, 1998; and Wagner & Sanders, 2001). In 

addition, this finding is consistent with a large 

amount of the rational choice literature in criminol-

ogy that shows moral beliefs to be an inhibitor to 

criminal behavior (Bachman et al., 1992; Nagin & 

Paternoster, 1993). The finding of this study shows 

that undergraduates view software piracy as a moral 

issue. Importantly, the finding shows that the moral 

belief in the behavior may inhibit some undergradu-

ates of USM from pirating software. Piracy is an 

immoral act, some undergraduates may feel shame or 

“not face” when their peers or friends found out that 

they are actually using pirated software. The attitude 

of being afraid laughing or being talk bad by their 

friend may cause them to stop using pirated software. 
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This study shows that there is no relationship be-

tween undergraduates’ affect towards software pi-

racy and their intentions to pirate software. This 

finding is not consistent with Loch and Conger’s 

(1996) finding who said that individuals are unlikely 

to intend to pirate software if they feel that pirating 

software is wrong. The insignificant impact of affect 

(H5) suggests that, even though undergraduates 

perceive piracy as wrong and unethical, they might 

still intend or expect to pirate software. Therefore, 

any attempt to change attitudes toward piracy to 

increase the awareness that illegal copying of soft-

ware is unethical may fail in discouraging piracy. 

Availability of pirated software, cultural differences 

regarding intellectual property rights, and the 

strength of copyright laws may be the factors con-

tributing to software piracy among undergraduates 

in USM. The benefits brought by pirated software 

have made undergraduates forget about the rule and 

their principles. In addition, undergraduates may 

believe that using pirated software is “victimless”. 

They could have considered that software compa-

nies responsible for developing software make so 

much money that a few pirated copies by them 

would not hurt the software companies’ business.  

Perceived consequences were found significantly 

influencing intentions to pirate software among 

USM students. This finding is consistent with Hunt 

& Vitell (1986), and Thong & Yap (1998) finding 

who said that a person’s intention to pirate a soft-

ware is influenced by the potential outcomes. For 

example, Sims et al. (1996) found that the following 

reasons were evoked by individuals as factors lead-

ing to piracy: software too expensive, want to try 

out software, and cannot afford the software and 

these reasons are confirm our finding. A consider-

able proportion of the undergraduates regarded high 

price of original software as a reason that prompted 

them to use pirated software. Besides that, low risk 

of being penalized is also become a factor that moti-

vate undergraduates continue to use pirated soft-

ware. Peers and friends of undergraduates also have 

significant influence on them using pirated software.  

Conclusion and suggestions 

Moral beliefs play an important role in determining 

the intention of using the pirated software. Impor-

tantly, the finding shows that the moral belief in the 

behavior may inhibit some undergraduates from 

pirating software. Therefore, universities should 

educate their student bodies and attempt to change 

their moral beliefs toward piracy to increase the 

awareness that illegal copying of software is unethi-

cal. Awareness campaigns should be set up in the 

campus to conveying the messages that emphasize 

the morality of software piracy. While not exhaus-

tive, implementing such a campaign may be helpful 

in reducing the incidences of software piracy. In 

addition, convey the messages to the undergraduates 

that software piracy is unethical in lectures may aid 

in solving the piracy problem. However, Simpson et 

al. (1994) argue that just teaching ethical considera-

tions to students in a few lecturers or a training ses-

sion will not change their behavior. Oz (1990), for 

instance, found that there were no significant differ-

ences in the ethical perceptions of students who took 

a course on ethics and those who did not. To solve 

to this problem, such training should be coupled 

with strong software copying policies clearly stating 

assignments of penalties and criminal liabilities 

(Straub and Nance, 1990). 

Enhancing educational messages that target the role 

of peers and attitudes in software piracy need to be 

available to all the undergraduates in order to edu-

cate them to better understand what piracy is. Such 

messages should emphasize the morality of software 

piracy. In addition, if universities make an effort to 

educate their student bodies, they may reduce their 

liability in software piracy cases. A survey by Rob-

inson and Reithel (1994) indicated that only 64% of 

the private institutions and 61% of the public institu-

tions had a software piracy designed to discourage 

software piracy. Thus, universities should educate 

their students well in order to curb the software pi-

racy problems effectively. 

From the result of this research, perceived conse-

quence is the most important factor in determining 

the intention of using the pirated software among 

USM undergraduates. The high price of original 

software plays an important role in motivating stu-

dents towards using pirated software. The income 

level of undergraduates is low and most of them 

have limited fund to survive, so they cannot afford 

to buy the genuine software. A number of studies 

(Malhotra, 1994; T. Noyelle, 1990) found that the 

high price of legitimate software was the main rea-

son that people justified piracy acts. The high price 

of original copies of software appeared to drive 

undergraduates to seek alternative means to gain 

access to such software. Furthermore, the low risk 

of being caught was also the factor that encouraged 

undergraduates to continue using the pirated soft-

ware. Thus, unless copyright laws are strongly en-

forced, mere existence of such laws appeared to be 

ineffective to curb software piracy.  

Furthermore, the findings presented here suggest 

several implications for software manufacturers to 

reduce piracy. Perceived consequences such as sav-

ing time in acquiring software influence intentions 

to pirate software, therefore, manufacturers should 

revise their distribution strategies. Simpson et al. 
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(1994) argue that intensive distribution of software 

packages and reduced prices should provide poten-

tial software pirates with availability and ease of 

purchase of these products and, therefore, signifi-

cantly reduce the likelihood to pirate software from 

other convenient sources.  

As with many developing countries, software piracy 
in Malaysia is a serious issue that needs to be ad-
dressed. This study confirms the extent of the prob-
lem in Malaysia, and supports the findings of Busi-
ness Software Alliance (BSA, 2005). However, it 
also provides hope for the future, as a  majority of 

undergraduates clearly indicated that software pi-

racy is unethical. Through this research, we have 

found out that moral beliefs and perceived conse-

quences have positive relationship with the intention 

of using pirated software. This study somewhat is 

not accurate as the independent variables were only 

able to explain 15.9% variance in the intention to 

use the pirated software. However, this study has 

contributed comprehensive understanding towards 

main factors of committing piracy. Moral beliefs 

and perceived consequences can be used as a guide-

line in reducing software piracy among Malaysians.  
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